
A A Branch Cable, lnc. 
125 S. Congress, Suite 1100 A Jackson, Mississippi 39201 A (601) 355-1522 A Fax (601) 353-0950 

Washington, DC 20554 FEB - 6 2006 

Office ot Secretary 
Re: EB-06-TC-060 wd Communicatims Cornmisslord 

EB Docket No. 06-36 
CPNI Compliance Certification 
Branch Cable, Inc. 

Dcar Ms. Dortch: 

This filing is intended to respond to the Commission’s directive to file on or 
before February 6,2006, Branch Cable, Inc. (“Company”) Customer Proprietary Network 
Information (“CPNI”) Compliance Certification. 

It is our policy to protect the confidential CPNI of our customers, other 
telecommunications carriers, and equipment manufacturers and we believe, in good faith, 
that our efforts have advanced this underlying objective. The Company does not share 
CPNI. In fact, our employee manual prohibits the sharing of this information. We have 
attached a copy of the pages of our employee manual covering our policy. Consistent 
with FCC rule 64.2009B we have an expressed disciplinary policy in place. 

When responding to the Commission’s recent Public Notice, DA 06-223 (Jan. 
30,2006), the Company undertook with counsel a review of our CPNI practices As a 
I-esult of this review, we have identified steps that will assist the Company’s continuing 
compliance with CPNI as well as areas that will require additional steps in order for the 
(‘ompany to be able to execute the certification required by 47 CFR 64.2009(e). 
.4ccordingly, erring on the side of caution, the Company submits the attached 
Certification. In this Certification, the Company, in good faith, attests that the Company 
is undertaking current actions to ensure compliance. The Company also commits to 
submit a supplementary updated filing at a future date when its internal review is 
completed. Attached to this filing is a Company Policy and Operating Guidelines that the 
Company is utilizing in this process. 

Our Company takes seriously its obligation to protect the confidential nature of 
CPNI held by it. In preparing for this letter of certification I have asked my staff to 
carefully reviewed our activities in regard to CPNI and they found no activities that 
involve “brokering” activities with CPNI or violate the FCC’s rules related to use of 
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PROVIDING SERVICE TO: 

Ackerrnan / Weir 
P.O. Box 266 
Ackerrnan. MS 39735 

Louise / lsola 
lnverness / Eagle Lake 
P O  Box 217 
Louise. MS 39097 

Meadville / Crosby 
Bude / Roxie 
PO Box 278 
Meadville, MS 39653 

New Augusta / New Hebron 
PO Box 168 
New Augusta, MS 39462 



The undersigned may be contacted should you have any questions or require 
additional information. 

Respectfully submitted, 

President 



CERTIFICATION 

1, James H. Creekmore, President of Branch Cable, Inc. (the “Company”) do hereby 
declare under penalties of perjury that I am an officer of the Company and that (1) the 
Company is undertaking current actions to ensure full compliance with applicable FCC 
Rules, and (2) intends to submit a supplementary updated filing at a future date when the 
internal review is completed. This information is true and accurate to the best of my 
knowledge, information, and belief. 
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Branch Cable, Inc. 
STATEMENT OF COMPANY POLICY 

When referred to in the guidelines set forth below, "Company," "we," or "us" 
refers to and includes a11 employees, associates, and agents of Branch Cable, Inc. 

Branch Cable, Inc. (the "Company") has a duty to protect the confidential, 
Customer Proprietary Network Information ("CPNI") of our customers, other 
telecommunications carriers, and equipment manufacturers. Therefore, the following 
guidelines shall be followed by all employees and agents of the Company: 

CPNI is any information that relates to the quantity, technical configuration, type, 
destination, and amount of use of a telecommunications service subscribed to by any 
customer of a telecommunications carrier, and that is made available to the carrier by the 
customer solely by virtue of the carrier-customer relationship. CPNI also includes 
information contained in the bills pertaining to the telephone exchange service or 
telephone toll service received by a customer of a carrier. 

I Proprietary information of our customers, other telecommunications carriers, and 
equipment manufacturers is protected by Federal law. 

CPNI which the Company obtains from another carrier for the purpose of 
providing a particular telecommunications service may be used only for the 
provision of that service, and may not be used for any otherwise unrelated 
marketing efforts. 

Individually identifiable CPNI that we obtain by providing a telecommunications 
service may be used, disclosed, or released only in the circumstances as set forth 
in the Company's CPNI Operating Guidelines. 
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The release of any CPNI by sales personnel must be authorized by a supervisor. 

The Company takes seriously the protection of our customers' CPNI, and in 
accordance with 47 CFR 64.2009 will be subject to disciplinary review for violation 
of the policies set forth above. Please contact your supervisor if you have any 
questions or require additional information. 



CPNl OPERATING GUIDELINES 

Branch Cable, Inc. (Company) adheres to the following guidelines: 

General Company Policies 

The Company uses, discloses, or permits access to CPNl to protect the rights or 
property of the carrier, or to protect users of those services and other carriers 
from fraudulent, abusive, or unlawful use of, or subscription to, such services. 

The Company uses, discloses, or permits access to CPNl for the purpose of 
providing or marketing service offerings among the categories of service (i.e.. 
local, interexchange, and CMRS) to which the customer already subscribes from 
the Company, without customer approval. 

The Company shares CPNl only among the carrier's affiliated entities that 
provide a service offering to the customer. Except as noted herein, the Company 
does not share CPNl with its affiliates from which its customer does not take 
service. 

The Company does not use, disclose, or permit access to CPNl to market to a 
customer service offerings that are within a category of service to which the 
subscriber does not already subscribe from the Company, unless the Company 
has customer approval to do so, except in accordance with exceptions described 
below that are consistent with 47 CFR 5 64.2006(c), where such disclosure is 
related to inside wiring, maintenance, and repairs: CMRS-related health 
research; and the marketing of adjunct-to-basic services. 

A wireless provider affiliate of the Company may use, disclose, or permit access 
to CPNl derived from its provision of CMRS. without customer approval, for the 
provision of CPE and information service(s). 

A wireline carrier affiliate of the Company, as may exist, uses, discloses or 
permits access to CPNl derived from its provision of local exchange service or 
interexchange service, without customer approval, for the provision of CPE and 
call answering, voice mail or messaging, voice storage and retrieval services, fax 
store and forward, and protocol conversion. 

The Company does not use, disclose or permit access to CPNl to identify or 
track customers that call competing service providers. For example, the 
Company does not use local service CPNl to track all customers that call local 
service competitors. 

The Company uses, discloses, or permits access to CPNI, without customer 
approval in its provision of inside wiring installation, maintenance, and repair 
services. 



A CMRS affiliate of the Company uses, discloses, or permits access to CPNl for 
the purpose of conducting research on the health effects of CMRS. 

The Company uses CPNI, without customer approval, to market our services 
formerly known as adjunct-to-basic services, such as, but not limited to, speed 
dialing, computer-provided directory assistance, call monitoring, call tracing, call 
blocking, call return, repeat dialing, call tracking, call waiting, caller I.D., call 
forwarding, and certain Centrex features. 

Company Policy Governing the Approval Required for Use of Customer 
Proprietary Network Information. 

The Company obtains approval through written, oral or electronic methods, and 
we understand that the Company bears the burden of demonstrating that such 
oral approval has been given in compliance with the applicable FCC Rules. 

The customer’s approval or disapproval to use, disclose, or permit access to a 
customer‘s CPNl obtained by the Company remains in effect until the customer 
revokes or limits such approval or disapproval. 

The Company maintains records of approval, whether oral, written or electronic, 
for at least one year. 

The Company may seek alternatively either “opt-in’’ or “opt-out” approval 
consistent with applicable FCC requirements in order to obtain authorization to 
use its customer‘s individually identifiable CPNl for the purpose of marketing 
communications-related services to that customer. The Company, subject to opt- 
out approval or opt-in approval, may disclose its customer’s individually 
identifiable CPNI, for the purpose of marketing communications-related services 
to that customer, to its agents; its affiliates that provide communications-related 
services; and its joint venture partners and independent contractors. The 
Company also permits such persons or entities to obtain access to such CPNl for 
such purposes. Any such disclosure to or access provided to joint venture 
partners and independent contractors is undertaken in compliance with Joint 
VenturelContractor safeguards set forth below: 

Joint VenfureKontractor Safeguards: The Company discloses or provides 
access to CPNl to its joint venture partners or independent contractors only upon 
the execution of confidentiality agreements with independent contractors or joint 
venture partners that comply with the following requirements. The confidentiality 
agreement shall: 

(i) Require that the independent contractor or joint venture partner use the CPNl 
only for the purpose of marketing or providing the communications-related 
services for which that CPNl has been provided; 



(ii) Disallow the independent contractor or joint venture partner from using, 
allowing access to, or disclosing the CPNl to any other party, unless required to 
make such disclosure under force of law; and 

(iii) Require that the independent contractor or joint venture partner have 
appropriate protections in place to ensure the ongoing confidentiality of 
consumers' CPNI. 

Except for use and disclosure of CPNl that is permitted without customer 
approval under 47 CFR 5 64.2005, or that is described above, or as otherwise 
provided in section 222 of the Communications Act of 1934, as amended, the 
Company uses, discloses, or permits access to its customer's individually 
identifiable CPNl subject to opt-in approval only. 

Company Policies Regarding the Notice Required for Use of Customer 
Proprietary Network Information. 

Prior to any solicitation for customer approval, the Company provides notification 
to the customer of the customer's right to restrict use of, disclosure of, and 
access to that customer's CPNI. 

The Company maintains records of the customer's notification, whether oral, 
written or electronic, for at least one year. 

The Company provides individual notice to customers when soliciting approval to 
use, disclose, or permit access to customers' CPNI. 

The customer notification provides sufficient information to enable the customer 
to make an informed decision as to whether to permit a carrier to use, disclose, 
or permit access to, the customer's CPNI. 

The notification states that the customer has a right, and the Company has a 
duty, under Federal law, to protect the confidentiality of CPNI. 

The notification specifies the types of information that constitute CPNl and the 
specific entities that will receive the CPNI, describe the purposes for which CPNl 
will be used, and informs the customer of his or her right to disapprove those 
uses, and deny or withdraw access to CPNl at any time. 

The notification advises the customer of the precise steps the customer must 
take in order to grant or deny access to CPNI, and states clearly that a denial of 
approval will not affect the provision of any services to which the customer 
subscribes. However, the Company may from time-to-time provide a brief 
statement, in clear and neutral language, describing consequences directly 
resulting from the lack of access to CPNI, Le., lack of ability to market certain 
services that may be of interest to the subscriber. 
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The Company ensures that the notification is comprehensible and must not be 
misleading. 

The Company uses clearly legible, sufficiently large type, and adequate 
placement in an area so as to be readily apparent to a customer for all written 
notices. 

If any portion of a notification is translated into another language, then all 
portions of the notification are translated into that language. 

The Company may from time-to-time state in the notification that the customer's 
approval to use CPNl may enhance the carrier's ability to offer products and 
services tailored to the customer's needs. The Company also may from time-to- 
time state in the notification that it may be compelled to disclose CPNl to any 
person upon affirmative written request by the customer. 

The Company does not include in the notification any statement attempting to 
encourage a customer to freeze third-party access to CPNI. 

The Company states in the notification that any approval, or denial of approval 
for the use of CPNl outside of the service to which the customer already 
subscribes from that carrier is valid until the customer affirmatively revokes or 
limits such approval or denial. 

The Company shall ensure that any solicitation for approval is proximate to the 
notification of a customer's CPNl rights. 

Alternatively, the Company may from time-to-time seek "opt-out" authorization, 
which shall include the Company's notification to obtain opt-out approval through 
electronic or written methods, but not by oral communication, except for "one 
time use," as described below, and contents of any such notification shall 
comport with the ten standards set forth below: 

1. 
has a duty, under federal law, to protect the confidentiality of CPNI. 

2. 
CPNl and the specific entities that will receive the CPNI, describe the 
purposes for which CPNl will be used, and inform the customer of his or 
her right to disapprove those uses, and deny or withdraw access to CPNl 
at any time. 

The notification states that the customer has a right, and the carrier 

The notification specifies the types of information that constitute 

3. 
customer must take in order to grant or deny access to CPNI, and must 
clearly state that a denial of approval will not affect the provision of any 
services to which the customer subscribes. However, the Company may 

The notification advises the customer of the precise steps the 
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from time-to-time provide a brief statement, in clear and neutral language, 
describing consequences directly resulting from the lack of access to 
CPNI, i.e., lack of ability to market certain services that may be of interest 
to the subscriber. 

4. The Company ensures that the notification is comprehensible and 
must not be misleading. 

5. The Company uses clearly legible, sufficiently large type, and 
adequate placement in an area so as to be readily apparent to a customer 
for all written notices. 

6. 
then all portions of the notification are translated into that language. 

7. 
the customer's approval to use CPNl may enhance the carrier's ability to 
offer products and services tailored to the customer's needs. The 
Company also may from time-to-time state in the notification that it may be 
compelled to disclose CPNl to any person upon affirmative written request 
by the customer. 

8. 
attempting to encourage a customer to freeze third-party access to CPNI. 

9. The Company states in the notification that any approval, or denial 
of approval for the use of CPNl outside of the service to which the 
customer already subscribes from that carrier is valid until the customer 
affirmatively revokes or limits such approval or denial. 

10. 
proximate to the notification of a customer's CPNl rights. 

If any portion of a notification is translated into another language, 

The Company may from time-to-time state in the notification that 

The Company does not include in the notification any statement 

The Company shall ensure that any solicitation for approval is 

The Company waits at least 30 days after giving customers notice and an 
opportunity to opt-out before assuming customer approval to use, disclose, or 
permit access to CPNl ,and the Company notifies customers as to the applicable 
waiting period for a response before approval is assumed. 

If the Company utilizes an electronic form of notification, then the waiting period 
begins to run from the date on which the notification was sent. 

If the Company issues a notification by mail, then the waiting period shall begin 
to run on the third day following the date that the notification was mailed. 

If the Company uses the opt-out mechanism, then it provides notices to its 
customers every two years. 



If the Company uses e-mail to provide opt-out notices, then it employs the 
following standards in addition to the requirements generally applicable to 
notification: 

The Company obtains express, verifiable, prior approval from consumers 
to send notices via e-mail regarding their service in general, or CPNl in 
particular; 

The Company allows customers to reply directly to e-mails containing 
CPNl notices in order to opt-out; 

Opt-out e-mail notices that are returned to the Company as undeliverable 
are sent to the customer in another form before the Company may 
consider the customer to have received notice; 

The Company ensures that the subject line of the message clearly and 
accurately identifies the subject matter of the e-mail; and 

The Company makes available to every customer a method to opt-out that 
is of no additional cost to the customer and that is available 24 hours a 
day, seven days a week. The Company may from time-to-time 
accomplish this through a combination of methods that in sum provide all 
customers with the ability to opt-out at no cost and to effectuate that 
choice whenever they choose. 

The Company provides notification to obtain opt-in approval through oral, written, 
or electronic methods. The contents of any such notification comply with the 
standards set forth above, numbered 1-10, 

The Company uses oral notice to obtain limited, one-time use of CPNl for 
inbound and outbound customer telephone contacts for the duration of the call, 
regardless of whether carriers use opt-out or opt-in approval based on the nature 
of the contact. The contents of any such notification comply with the standards 
set forth above, numbered 1-10, except that the Company may omit any of the 
following notice provisions if not relevant to the limited use for which the carrier 
seeks CPNI: The Company does not advise customers if they have opted-out 
previously, since no action is needed to maintain the opt-out election; the 
Company does not advise customers that they may share CPNl with their 
affiliates or third parties and need not name those entities, if the limited CPNl 
usage will not result in use by, or disclosure to, an affiliate or third party; the 
Company does not disclose the means by which a customer can deny or 
withdraw future access to CPNI, and the Company explains to customers that the 
scope of the approval that the Company seeks is limited to one-time use; and; 
the Company omits disclosure of the precise steps a customer must take in order 
to grant or deny access to CPNI, since the Company communicates clearly that 
the customer can deny access to his CPNl for the call. 
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Company Policies Regarding Safeguards for Use of Customer Proprietary 
Network Information. 

The Company has implemented a system by which the status of a customer's 
CPNl approval can be clearly established prior to the use of CPNI. 

The Company trains its personnel as to when they are and are not authorized to 
use CPNI, and the Company has an express disciplinary process in place. 

The Company maintains a record, electronically or in some other manner, of its 
own and, as may exist, its affiliates' sales and marketing campaigns that use its 
customers' CPNI. The Company maintains a record of all instances where CPNl 
was disclosed or provided to third parties, or where third parties were allowed 
access to CPNI. The record includes a description of each campaign, the specific 
CPNl that was used in the campaign, and what products and services were 
offered as a part of the campaign. The Company retains the record for a 
minimum of one year. 

The Company has a supervisory review process regarding its compliance with 
applicable FCC rules for outbound marketing situations and maintains records of 
its compliance for a minimum period of one year. Sales personnel obtain 
supervisory approval of any proposed outbound marketing request for customer 
approval. 

The Company will provide written notice within five business days to the FCC of 
any instance where the opt-out mechanisms do not work properly, to such a 
degree that consumers' inability to opt-out is more than an anomaly. The notice 
will be in the form of a letter, and will include the Company's name, a description 
of the opt-out mechanisrn(s) used, the problem(s) experienced, the remedy 
proposed and when it will be/was implemented, whether the relevant state 
commission(s) has been notified and whether it has taken any action, a copy of 
the notice provided to customers, and contact information. This notice will be 
submitted even if the carrier offers other methods by which consumers may opt- 
out. 



January 3, 2003 (2:23PM) 

EMPLOYEE 

GUIDELINE MANUAL 

Telapex, Inc. and it's Affiliated Companies: 

Branch Cable, Inc. 
Delta Telephone Company, Inc. 

Franklin Telephone Company, Inc. 
Telepak Networks, Inc. 

CONFIDENTIAL 

NOT FOR DISTRIBUTION 
TO NON-EMPLOYEES 

December 1,2002 

MORE RECENT CHANGES MAY BE POSTED 
ON HR SECTION OF COMPANY'S 

INTWNET PAGE 
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CONFIDENTIAL NATURE OF COMPANY BUSINESS 

Policy: 

It is the policy of the Company that the general internal business affairs of the organization should 
not be discussed with anyone outside the organization except as may be required in the normal course of 
business. Confidential information is to be discussed with no one outside the organization and only 
discussed within the organization on a "need to know  ̂basis. 

Comment: 

(1) The Chief Executive Officer of Telapex, Inc. or his designee is responsible for coordinating 
the security and control of confidential information and for approving any exceptions to this policy. 
Employees should refer all media inquiries and other inquiries of a general nature to the Chief Executive 
Officer of Telapex, Inc. or his designee. All press releases, publications, speeches, or other official 
declarations must be approved in advance by the Chief Executive Officer of Telapex, Inc. or his designee. 

(2) Employees should refer inquiries seeking information concerning applicants for employment. 
current employees, or former employees to the Director of Human Resources. 

(3) Supervisors are responsible for identifying information that should be classified as 
confidential and should then work to develop procedures to control and secure the information. 
Information that should normally be reviewed for confidentially includes: customer, supplier, and prospect 
lists; marketing plans; production and manufacturing data; research data: and trade secrets. Once 
information has been designated as confidential, it should be clearly identified as such and properly 
secured. A list of employees authorized to have access to the information should be documented, and all 
access tracked. 

(4) Employees authorized to have access to confidential information are responsible for its 
security and may be required to sign special nondisclosure agreements. Employees are prohibited from 
attempting to obtain confidential information for which they have not received access authorization. 
Employees violating this policy will be subject to discipline, up to and including termination and may be 
subject to legal action. 

(5) All employees have a responsibility to avoid unnecessary disclosure of nonconfidential 
internal information about the Company, its customers, and its suppliers. This responsibility is not 
intended to impede normal business communications and relationships, but is intended to alert 
employees to their obligation to use discretion to safeguard internal Company affairs. 

(6)  Employees are not to discuss with the officers, directors, or employees of competing 
companies any topic which might give the impression of an illegal agreement in restraint of trade. 

(7) Employees are prohibited from disclosing material inside information that might affect the 
Company's financial securities to anyone outside the organization until such information has been made 
available to the public by management. Employees are also prohibited from using such information for 
their own personal profit. (See CONFLICTS OF INTEREST.) 
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DISCIPLINE PROCEDURESDISCIPLINE PROCEDURES 

Policy: 

Without limiting the authority of management to use other forms or combinations of 
forms, there are at least five forms which disciplinary action for misconduct may take: (a) Verbal 
warning (b) Written warning (c) Suspension without pay for a period of time up to a month (d) 
Monetaly fines or salary reductions (e) Discharge (Termination) or any combination thereof. 

Discharge may result from a single action depending on the seriousness of the 
misconduct or from a culmination of other disciplinary actions. Anyone who is disciplined by 
their immediate supervisor may appeal the action in writing under the terms outlined in the 
Grievance Procedure. Although the company may impose a lesser penalty, a violation of any of 
the following may result in immediate discharge. The list is representative, but not all inclusive, 
of examples of misconduct that may lead to discharge. 

1. 

2. 

3. 

4. 

5. 

6. 

7. 

8. 

9. 

IO. 

11. 

12. 

13. 

14. 

Destruction, abuse, removal or attempted removal of property or 
materials of the company, another employee, or a customer. 

Physical violence, fighting, threatening, or creating a disturbance while on 
duty or while on company premises. 

Failure to comply with Company's attendance and punctuali policies. 

Entering unauthorized areas and/or obtaining unauthorized information. 

Immoral or indecent conduct or speech. 

Violation of safety rules. 

Excessive tardiness . 

Failure to or inability to perform duties of job. 

Stopping work before quitting time or leaving job without authorization. 

Failure to report for overtime work. 

Failure to comply with the company's policy on Behavior of Employees as 
set out in these guidelines or any other policy. 

The reporting to work under the influence of alcoholic beverages andlor 
illegal drugs or the use, sale, dispensing, or possession of alcoholic 
beverages andlor illegal drugs on Company premises or in violation of the 
company policy on drugs and alcohol; 

The use of profanity or abusive language; 

Insubordination u the refusal by an employee to follow management's 
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15. 

16. 

17. 

1 a. 
19. 

20. 

21. 

22. 

23. 

24. 

25. 

26. 

27. 

28. 

instructions concerning a job-related matter; 

Gambling on Company property; 

Dishonesty, including but not limited to, falsifying or altering any Company 
record or report, such as an application for employment, a medical report, 
a production record, a time record, an expense account, an absentee 
report, or shipping and receiving records: 

Threatening or intimidating management, supervisors, customers, or 
fellow workers; 

Smoking if prohibited by local ordinance or Company rules; 

Inappropriate horseplay, pranks, or practical jokes; 

Unauthorized sleeping on the job; 

Failure to wear assigned safety equipment or failure to abide by safely 
rules and policies; 

Improper attire or inappropriate personal appearance. 

Engaging in any form of sexual harassment; 

Violation of the Company's policies on solicitation or distribution; 

Gossiping about fellow employees and/or customers; and 

Unauthorized use of company facilities, equipment and/or records for 
non-business purposes, or use in excess of authority. 

The possession of firearms or other weapons in or on Company 
premises, including all buildings, work sites, and vehicles, is prohibited. 

Any conduct which may adversely impact Company operations or which 
may embarrass or disparage the Company's name or reputation. 

In enforcing the foregoing, it is the policy of this company to attempt to give fair 
treatment of all employees. 

The foregoing does not, and should not be construed to, establish any contractual or 
other obligation on the part of the Company to administer its disciplinary actions in any particular 
form or sequence. Nor does this policy alter the employment-at-will relationship or require that 
discharges must be only for cause or require cause. 
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